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ABSTRACT

While 5G roll�outs are by no means complete, they are well under way. For many in the

industry, efforts to utilize 5G to go beyond simply providing "fast connectivity" are already

in focus. Our articles explore how the industry is already looking forward to what comes

next, asking how to: make gains in sustainability; utilize technologies like IoT and edge

to maximize efficiencies and push exciting use cases; use 5G as a springboard for innova�

tion; truly capture the opportunities for all consumers and enterprises in all regions; and,

with all this growing potential, how to keep 5G safe and secure. 5G technologies play a

key role in modernization, providing multiples of capacity while becoming more energy

efficient. Innovative network technologies enable service providers to introduce new serv�

ices that in turn support societies and enterprises to reduce their carbon emission foot�

print. In this edition, we share some examples of how 4G and 5G technologies make it

possible to unleash the power of IoT connectivity to enhance both enterprises' business

performance and sustainability. The transition to cellular LPWA and 4G/5G technologies

makes it possible to unleash the power of IoT connectivity. We explore the positive impact

of these technologies in areas such as business efficiency and sustainability. Deploying

edge computing is key to enabling latency�critical and bandwidth�hungry 5G use cases,

and can cost less than on�premise IT resource for an enterprise. This capability represents

huge untapped growth potential for service providers. As 5G grows in prominence due to

advancing digitalization, networks become a more enticing target for threat actors. We

explore the motivators, opportunities and capabilities of threat actors, and how to protect

5G networks.
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At the crossroads of change 

IoT devices migrating to modernized networks 

Source: Ericsson Mobility Visualizer. 
Note: NB-IoT and Cat-M access technologies are also referred to as 

LPWA technologies 

Extending IoT connectivity reach with cellular LPWA 
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IoT connectivity goes underground for pest control 

Remove roaming limits 
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Transforming tomorrow with IoT 

Data connectivity and usage – drivers for revenue 
growth 

MTN’s strategic priorities up to 2025 

Building 5G for timely monetization 
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The enterprise opportunities 

MTN’s 5G deployment strategy 

Strategy execution – addressing the new opportunities 
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Enter edge 

The cost of the edge 
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The evolving 5G threat landscape 

Safeguarding 5G networks 

Attacks on telecom networks are rising  

What motivates threat actors? 
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The opportunities for threat actors 

What are the capabilities of threat actors? 

Trust in mobile networks is paramount 



41No. 4. 2022 SYNCHROINFO JOURNAL

It’s time for the active defense of telecom networks 

Securing 5G networks 

Methodology 
Forecast methodology. 

Mobile subscriptions. 

Subscribers. 

Mobile network traffic. 

Population coverage. 


